
ITS Policy Bulletin

If you have feedback on this bulletin, on IT
policy development or management, or on any
campus IT policy document, please feel free to

contact Kim Stahl directly at
kim_stahl@unc.edu, via the ITS policy staff

email its_policy@unc.edu, or give us specific
feedback on the ITS Policy Review page:

https://its.unc.edu/its-policy-review/

HOW TO SEND FEEDBACK

CONTACT

 ITS Policy Office
 ITS Franklin, Office 2402

Campus Box 1105
Chapel Hill, NC 27599-1105

919.962.3987
its_policy@unc.edu 

We hope to make IT policies easily accessible, and the

drafting and development process open and productive.
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POLICIES RECENTLY APPROVED

Onyen Policy (9/15): https://its.unc.edu/about-us/how-we-operate/

POLICIES OPEN FOR FEEDBACK

Directory Information Policy and Standard: https://its.unc.edu/its-policy-review/

Transmission of PHI and SI over Unsecure Medium Policy and Standard
(10/15): https://its.unc.edu/about-us/how-we-operate/

POLICIES UNDERGOING REVIEW OR REVISION

Vulnerability Management Policy and Standard (Revision in progress):
 https://its.unc.edu/about-us/how-we-operate/

Appropriate Use Policy  (Currently Data Network Acceptable Use Policy undergoing
revision to Acceptable Use Policy): http://help.unc.edu/help/unc-chapel-hill-network-
acceptable-use-policy/ 

Informing the UNC-Chapel Hill community about changes to technology policies.
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