NEW RELEASES

ACCEPTABLE USE POLICY
What? This is an update to the Data Network Acceptable Use Policy. This policy was revised and expanded in scope to cover all technology use at Carolina.

Who? This policy applies to the entire Carolina community, which includes faculty, staff, students, visitors, and everyone else that makes use of University technology.


VULNERABILITY MANAGEMENT POLICY
What? This policy determines how devices with detected vulnerabilities will be addressed. The goal of this policy is to ensure that un-remediated systems do not pose an ongoing threat to the University.

Who? This policy applies to everyone affiliated with the University that has responsibility for covered computing devices. Whether or not a device is covered is determined by the Information Security Control standard.


VULNERABILITY MANAGEMENT STANDARD
What? This standard lays out the specific mechanisms for addressing vulnerabilities at Carolina and fulfilling the directives of the Vulnerability Management Policy.

Who? This policy applies to everyone affiliated with the University that has responsibility for covered computing devices. Whether or not a device is covered is determined by the Information Security Control Standard.


ON THE ROADMAP

MORE ON THE WAY
The IT Policy Office is continuing to review and update IT Policies to best serve the University’s Information Technology needs. We will be soliciting feedback on several new policies over the upcoming weeks.

COMMUNITY APPRECIATION
THANKS!
As we continue to develop, review, and revise Information Technology policies at Carolina, we frequently provide opportunities for members of the University community to provide us with feedback on what we are working on. It is essential for our continued success that we receive detailed and constructive input on policy changes. We are fortunate to have received such excellent feedback and we hope that all of you continue to share your thoughts with us!

“We hope to make IT policies easily accessible, and the drafting and development process open and productive.”

HOW TO SEND FEEDBACK
If you have feedback on this bulletin, on IT policy development or management, or on any campus IT policy document, please feel free to contact Kim Stahl directly at kim_stahl@unc.edu, via the ITS policy staff email its_policy@unc.edu, or give us specific feedback on the ITS Policy Review page: https://its.unc.edu/its-policy-review/

CONTACT
ITS Policy Office
ITS Franklin, Office 2402
Campus Box 1105
Chapel Hill, NC 27599-1105
919.962.3987
its_policy@unc.edu